
 

 

 

 

 

 

Protecting Your Reputation 

DATA BREACH COVERAGE SUMMARY 

  

  $50,000 per claim and in the aggregate for firms of 1-10 attorneys 

 $50,000 per claim and $125,000 in the aggregate for firms of 11+ attorneys in the aggregate 

 

Additional limits of coverage may be available for additional cost. 

 

Third-Party Coverage:   
 

Privacy Regulatory Defense & Penalties 

 Coverage for defense of regulatory proceedings brought by federal, state or local government 

agencies for violations of privacy regulations and related fines and penalties. 

 

First-Party Coverage: 
 

Privacy Breach Response Costs, Notification Expenses, Credit Monitoring and Breach Support: 

 Includes indemnity for all reasonable legal, public relations, advertising, IT forensic, call center, 

credit monitoring, and postage expenses incurred in responding to a privacy breach. 

 

Network Asset Protection: 

 Recovery of data lost due to accidental damage or destruction of electronic media or computer 

hardware, administrative or operational error, or computer attacks.  Includes coverage for business 

interruption income loss resulting from total or partial interruption of computer system caused by 

lost or corrupted files due to destruction or damage to electronic media, or computer systems.   

 

Cyber Extortion & Terrorism: 

 Indemnity for extortion expenses and extortion monies incurred as a direct result of a credible 

cyber extortion threat. 

 Coverage for income loss and interruption expenses as a result of interruption of the insured’s 

computer system due to a cyber terrorism attack.   

 

This is a general summary of key provisions of OBLIC’s Data Breach Coverage.  For specific cover-

age concerns or questions, please refer to the policy terms, definitions, conditions and exclusions in the 

Data Breach Endorsement.  

 


